JBS Summarization

Phishing campaigns are on the rise. Companies and organizations should remain vigilant in protecting their infrastructure from cyber-attacks. JBS failed to protect their infrastructure from cyber-attacks. Ransomware accounted for 20% of all cyber-attacks. The most common ransomware attack is phishing. Phishing attacks in the U.S. account for 47% of cyber-attacks.

A Russian based group by the name of REvil held several American companies’ hostage by demanding ransomware in releasing the company’s data. JBS failed to protect their infrastructure from cyber-attacks. Ransomware accounted for 20% of all cyber-attacks. The most common ransomware attack is phishing. Attacks on US organization’s account for 47% of cyber attacks

In the report, the findings included the following:

* REvil monetized access to victim networks and sold that access to other REvil affiliates.
* Before encrypting victim organization networks, REvil used double extortion methods to first steal sensitive data from victims and then publish that data on REvil’s public blog.
* REvil harassed victim company employees via email and telephone in an attempt to coerce the companies into paying ransoms

CrowdStrike Summarization:

On July 19, 2020, a systems administrator at CrowdStrike caused the largest IT outage in American history. The system administrator performed a windows update which was neither validated, verified or followed the change management approval process. There was a security flaw discover in the Falcon sensor version 7.11 and above which caused the system to crash

The outage caused damage to many organizations to include Delta Airlines and financial institutions.

The moral to the story is always validate before you implement any software updates. Also follow the change management process and review any baseline changes before implementing any updates.
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